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Career Goal:
To work as Cyber Intelligence Analyst in an established company where I can showcase my skills and experience in
analyzing and disseminating cyber threat products to identify threats, priorities, severities, and risk mitigation measures.

Technical Skills:
Well-versed in industrial standards:

CISSP
Security+
GCIH
CEH

Adept in network technologies:

TCP/IP
LAN/WAN networking
Internet technologies

Worked effectively with multiple operating systems:

Windows
Linux
UNIX

Technically skilled in scripting languages:

Perl
Python

Familiarity with computer network defense operations:

Proxy
Firewall
IDS/IPS
Router/Switch

Strong capabilities to perform metadata analysis by utilizing:

OCTAVE
Fascia
Arcview
ArcGIS

Working knowledge of:

GX200
ARTIMIS
GJALLER
HEAT

Amazing ability to oversee:

Vulnerability analysis
Intrusion detection and analysis
Malware analysis

Relevant Experience:
Cyber Intelligence Analyst
Parsons Corporation
January 2012 – Present
Saint Louis, MO

Evaluated network events and documented impact on current system operations.
Developed cyber threat profiles and analyzed open source information.



Reviewed technical documentation and diagrams to maintain accuracy.
Participated in briefings and business presentations with clients.
Provided support to technical presentations and conducted research of cyber intelligence.
Designed and developed assessments for critical networks and infrastructure.
Formulated and implemented analytical procedures for operational growth.
Executed cyber and information security activities and supported collection opportunities.

Cyber Intelligence Analyst
Celestar Corporation 
November 2010 – January 2012
Fort Bragg, NC

Implemented data migration tasks and generated various reports.
Provided support to processing of intelligence data sources for analysis.
Evaluated security events utilizing Cisco IPS, Check Point and Symantec.
Reviewed suspicious logs and supported client network operations.
Executed computer forensic operations, Malware analysis and log monitoring.
Maintained and documented detailed incident response and tasks.
Prepared new rules and queries as per client requirements in Arc Sight.
Analyzed all source intelligence activities and current cyber threats.

Educational Background:
Bachelor’s Degree in Computer Science
Tarrant County College
August 2006 – May 2010
Fort Worth, TX

Professional Certification:
Certified Information Systems Security Professional – CISSPJuly 2010
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