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Career Goal:
To provide my adroitness in designing and administration of networks as a Digital Forensics Analyst in a LAN
environment

Technical Skills:
Well versed with digital forensics procedures:

Conduct of forensic intrusion examinations
Identify malware
Determine exfiltration methods

Familiarity with following concepts for malware analysis:

Information Assurance
Computer Network Defense

Adept in usage of computer forensic tools:

EnCase
FTK
X-Ways
Cacheback

Expertise in:

Usage and maintenance of laboratory equipments
Understanding and application of IT methodologies for forensic analysis

High performing qualities for:

Analysis of hard drives and USB drives
Volatile memory analysis
Processing of eDisovery investigations

Solid understanding of technological platforms:

Mobile devices
Windows FAT
Mac HFS+

Panoptic knowledge of:

Handling and preservation of evidence
Participating in forensic scientific experiments

Technical abilities to:

Prepare and maintain operational updates and briefings
Provide testimony during Court procedures

Relevant Experience:
Digital Forensics Analyst
Harris Corporation
January 2012 – Present
Washington, DC

Conducted all types of digital forensic analysis and photo enhancements.
Supported video acquisition tasks and participated in data recovery procedures.
Provided assistance for protection of computers in corporate.
Participated in identification of images and internet use history.
Analyzed data for relevant evaluation with investigated cases.
Formulated and executed operating processes for forensic activities.
Reviewed user behaviour with data sources and computer evidence.
Installed, tested and maintained new forensic solutions.



Digital Forensics Analyst
Sagent Partners LLC 
November 2010 – January 2012
Chantilly, VA

Analyzed and resolved requests relating to investigations.
Participated in gathering and analysis of evidence from regulatory agencies.
Managed and maintained inventory resources relating to forensic evidence.
Generated official reports and documented investigative findings.
Conducted forensic examination of media from various sources.
Provided technical assistance for recovery and preservation of digital evidence.
Implemented forensic analysis of mobile based applications.
Utilized software tools for creation of forensic images.

Educational Background:
Master’s Degree in Digital Forensics
Texas Chiropractic College
August 2008 – May 2010
Pasadena, TX

Professional Certification:
GIAC Certified Forensic Analyst (GCFA)July 2010
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