
INFORMATION SECURITY ANALYST RESUME
Job Objective:
Position as Information Security Analyst.

Highlights of Qualifications:
Extensive knowledge of information security and computer network access technologies
In-depth knowledge in implementing data protection and integrity
Ability to operate systems and network security, authentication, and security protocols
Familiar with firewall administration, virus protection, intrusion detection and prevention, automated security patching
and vulnerability scanning systems
Proficient in designing security architectures, developing policies, gathering metrics and reporting status

Objective:
To develop a career in a growing company where my professional experience as Information Security Analyst will be
utilized in achieving the goals of the company. My expertise in LAN/WAN, HTTP, UNIX, and Novell operations will be
fully developed in achieving those goals.

Education:
Master of Science in Information Technology Management, 1999
Cornell University

BS Information Technology, 1997
Cornell University

Skills:
10 +years hands-on experience in Networking
Strategic problem-solver, key player
Adept in Project Management, Testing Labs, LAN/WAN Administration
Skilled in Platforms: MS Windows, UNIX, Novell
Hardware Skills: Routers, Servers, Switches,
Protocols: LAN/WAN, TCP/IP, HTTP
Grand Communication Skills

Professional Experience:
Information Security Analyst, 2007-Present
Daewoo Electronics Corp., Georgetown

Responsibilities:
Worked with various mainframes and distributed processing platforms: AS 400, OS/390, PCs, Novell, and other
remote access security products.
Diagnosed and resolved technical issues in internal resources.
Planned and prepared detailed procedures and practices on technical processes.
Configured and designed enterprise network monitoring and network security.

Information Security Systems Analyst, 2003-2007
TECH Services, Georgetown

Responsibilities:
Provided network security on all AS/400 systems for file protection.
Accomplished security alarms to prevent and control network intrusion.
Created a centralized system that would lead to the resolution of unwanted network corruption.

Information Technology Consultant, 1999-2003
FED TECH, Deming

Responsibilities:
Worked with various mainframes and distributed processing platforms: AS 400, OS/390, PCs, Novell, and other



remote access security products.
Diagnosed and resolved technical issues in internal resources.
Planned and prepared detailed procedures and practices on technical processes.
Configured and designed enterprise network monitoring and network security.

Information Security Systems Analyst, 2003-2007
TECH Services, Georgetown

Certifications and Affiliations:
CompTIA Certified Technical Trainer (CTT+)
Certified Novell Engineer (CNE)
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