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Career Goal:
To be part of a growing company as an Internet Security Specialist where I can use my expertise in LAN, WAN,
Firewall, TCP/ IP, UDP, Linux and Windows to help make a difference to the company.

Technical Skills:
High cognitive skills of providing network security using:

Network Security Scanner
McAfee, Symantec
Malware Defense (FireEye)

Thorough with networking protocols:

LAN, WAN, WLAN
Routers, Firewalls
VPN

`Vast knowledge of hacking programs:

IRC Bots, Trojans
Viruses
Spyware, Adware

Solid understanding of security techniques:

Whole disk encryption
Antivirus protection
Data leakage protection

Proficient in using intrusion detection systems:

Aruba WIDS, Wireshark
NetStumbler
PSExec Tools

Adept in deploying security solutions:

Risk Management procedures
Authentication and Access control policies
Regulatory compliance practices

Efficient in server administration using:

Windows
Unix

Immense capabilities to:

Conduct root cause analysis of problems
Manage ticketing systems and workflow tools

Relevant Experience:
Internet Security Specialist
Collabera
January 2012 – Present
Walnut Grove, MS

Suggested remediation measures by identifying and tracking of platform vulnerabilities.
Conducted security investigation processes in collaboration with technology and business groups.
Provided technical improvements, process optimization and documentation processes.
Performed issue resolution and risk assessment with support and security systems.
Supported IT security management and infrastructure support with internal and external team staff.
Arranged for analysis and investigation of access problems for efficient solutions.
Trained and coached network engineering staff with technical expertise and terms.



Communicated findings, report recommendations and data to local team staff.

Internet Security Specialist
Fortira Inc 
November 2010 – January 2012
New River, AZ

Coordinated with project team staff for technical assistance and inputs.
Conducted analysis of data elements and metrics to identify new trends.
Implemented infrastructure security solutions in global network domain.
Prepared documentation for test plan results related to cryptographic devices and protocols.
Suggested modifications and improvements in evaluation networking and testing technologies.
Participated in learning of industry trends, risks and practice control systems.
Supported internet applications and infrastructure projects with securing facilities.

Educational Background:
Master’s Degree in Information Systems Management
Irvine Valley College
August 2008 – May 2010
Irvine, CA

Professional Certification:
EC-Council Certified Security Specialist (ECSS)July 2010
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